
Financial Scams

Sergeant Wu, Sergeant Alberto, Detective Smith, Detective Moreno



How the scam works

Scammers use different tactics:

SCARE

PANIC

URGENCY



How the scam works

• Stories about grandchildren in distress 
• Large cash prizes (Sometimes claiming millions)
• Romantic interest with a wealthy partner
• Real estate investments
• Attractive business deal
• IT technical support
• Online retailers claiming issue with order or purchase
• Government Imposters
• Health Care Imposters



Scam success

FBI reported in 2021

74% increase from 2020

92,371 Internet crime victims OVER the age of 60

$1.7 BILLION –Total losses of victims



Most common methods

1. Online Shopping

2. Business Imposters

3. Tech Support Scams

4. Government Imposters

5. Prizes, Sweepstakes, Lotteries



How do they contact you?

Websites or Applications

Website Ads or Pop-ups

Phone Calls

E-mail

Text messages

Social Media



Websites or Applications



Website Ads or Pop-ups



E-mail



Text messages



Social Media



How do they get your money?

Money Wire

• Wiring money is like sending cash.
• Once you send it, you usually cannot get it back

• Do NOT wire money even if someone sends you a 
check and tells you to deposit it and wire some of 
the money back. You will have to repay the bank. 
Sometimes the "money" is stolen and the victim 
helped launder it.



How do they get your money?

Gift Cards

Gift cards are for gifts. Once the code on the back is 
provided, the scammers have full control of that cash, 
and it is gone forever. No legitimate business or 
government agency will insist that you pay with a gift 
card.



How do they get your money?

Crypto Currency

Cryptocurrency is not legally protected like other 
securities or legal tender. If someone requires payment 
via Bitcoin, Ethereum, or some other crypto currency, it 
is more than likely a scam.



What to do if victimized

Contact your local bank and credit card companies.

• FREEZE BANK ACCOUNTS
• Money cannot move in or out
• Your bank will help you move the money to a new 

secure account

• CANCEL CREDIT CARDS
• Your credit company will issue you new cards



How to report a scam?

If you believe you were the target or victim of a scam, 
report the fraud to the Federal Trade Commission (FTC)

There is a "Report to help fight fraud!" On their front 
page.

ReportFraud.ftc.gov

You can also report to your local Law 
Enforcement Agency (City in which you reside)

https://reportfraud.ftc.gov/#/


How to report a scam?

Local Law Enforcement Agencies have limitations...

When it comes to recovering your money, your bank will 
be able to assist you better than the Police.

Anything involving international transactions will limit 
the Police's ability to identify the scammers.



Questions?
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